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WS112: Implications of post-Snowden
Internet Iocallzatlon proposals(IGF2014)

* Following the 2013-2014 disclosures of large-scale pervasive
surveillance of Internet traffic, various proposals to "localize"
Internet users' data and change the path that Internet traffic would
take have started to emerge.
 mandatory storage of citizens' data within country
 mandatory location of servers within country (e.g. Google, Facebook)

* launching state-run services (e.g. email services)

* restricted transborder Internet traffic routes

* investment in alternate backbone infrastructure (e.g. submarine cables, IXPs),
etc.

* Localization of data and traffic routing strategies can be powerful
tools for improving Internet experience for end-users. On the other
hand, done uniquely in response to external factors (e.g. foreign
surveillance), less optimal choices may be made in reactive moves.

* How can we judge between Internet-useful versus Internet-harmful localisation
and traffic routing approaches?

What are the promises of data localization from the personal, community and
business perspectives? ...etc

Speakers: from Akamai, Ericson, Mozilla joined

Details:
PA http://igf2014.sched.org/event/df8e8e82fbe7{80f8d8d>0e3 16d3fee
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WS107 - Internet blocking: When well
iIntentioned measures go too

far(1GF2014)

 The economic and public policy impacts of Internet
policing by third party non-state actors are not as
well studies as blocking by states.

* This workshop will explore the state of play in third
party Internet blockades and boycotts by non-state
actors such as Internet reputation systems, whether
commercially motivated or not.
 Examples of collateral damage will be drawn from the record,

including the impact of SPAMHAUS’s blockade of Sweden in
early 2014.

e “at what limit does a blockade or boycott do more harm than
good to the organizer’s own values, due to foreseeable
collateral damage, lack of care, or lack of investigatory
resources?”

 Speakers: DNS security expert, JPCERT, etc.
J|||||

Details:
Pa http://igf2014.sched.org/event/5cbef31da32694aeb298d170378436 |
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